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BIU Information & Communication 
Technology Resources

The ICT resources of the University include, but
are not limited to, all items of Hardware,
Software, Networking equipment, services and
facilities, Communication equipment, services
and facilities , Data and information owned,
leased, or loaned, by the University or its agents,
irrespective of where these items may be located.



BIU ICT RESOURCES

• Central computing facilities

• Financial and other Enterprise 
Applications

• The Campus Area Network 
(CAN)

• The University WAN

• LANs

• Electronic mail

• Internet access

• Internet and Intranet Web 
servers 

• Web pages

• Public computing facilities

• Voice telephony systems

• Wireless network systems

• Human resource data

• Student data

• Learning and teaching platforms 
and systems



ACCEPTABLE 
USE

University‐related 
business

Teaching, learning 
and administrative 

processes

UNACCEPTABLE 
USE

Conflicts with the 
aims and objectives 

of the University 

Breaches any 
statute or ordinance 

of BIU or violate 
national laws



Acceptable Use

o However, personal use of computers may be permitted
if, and only if, such use conforms to the general
university regulations and do not interfere with
University operations, degrade its goodwill or
negatively impact intended learning outcomes of
students or performance of duties by employees.



Examples of unacceptable use

• Intentionally circumventing or compromising the security 
controls or integrity of the University ICT resources or any 
other computer or communication network resource 
connected to it.

• Intentionally denying access to or interfering with any 
network resources, including spamming, jamming and 
crashing any computer. 

• Using or accessing any University ICT resource 
information or data, without proper authorization, or in a 
manner inconsistent with the authorization.



• Using the University ICT resources to attack computers, 
accounts, or other users by launching viruses, worms, 
Trojan horses, or other attacks on computers in the 
University or elsewhere.

• Conducting commercial activity not duly approved in 
writing by the University.

• Using the University’s ICT resources to misrepresent or 
impersonate someone else.

• Using the University’s ICT resources for any purpose 
which the University deems obscene or offensive.



ICT SERVICE 
STRATEGIES FOR 

2018/2019

Teaching and 
Learning

Research

Administration



TEACHING AND LEARNING

CURRICULUM 
DEVELOPMENT

E‐NOTES

TESTING AND 
EVALUATION

UNIVERSITY 
PORTAL

VIRTUAL 
CLASSROOM



RESEARCH AND PUBLICATION

Journals/Publication

Search 

Plagiarism and OER



ADMINISTRATION PROCESSES

i‐staff Emails 
Paperless 

documentation 

Webometric Data mining



THANK YOU FOR LISTENING


